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An Enactment to enhance disclosure of information for the public interest, to provide to every individual, reasonable access to information made or held by every department of the State Government and to promote transparency and accountability of every department of the State Government. 

[ 


] 

ENACTED by the Legislature of the State of Selangor as follows: 

PART I

PRELIMINARY

Short title and commencement 

1. 
(1)
This Enactment may be cited as the Freedom of Information (State of Selangor) Enactment 2010. 

(2) 
This Enactment shall come into operation on a date to be appointed by His Royal Highness the Sultan by notification in the Gazette. 


	

	Interpretation 

2. 
In this Enactment, unless the context otherwise requires — 

“document” means any matter expressed, described, or howsoever represented by any means whatsoever, upon any substance, material, thing or article and any matter embodied, produced, reproduced or transmitted in, from or to a disc, tape, film, sound track, recording (whether audio, visual or any other type of recording) or other device or medium whatsoever or online; including but not limited to any files, records, reports, studies, rulings, letters, electronic mail, correspondences, electronic or computer data or any other type of data, decisions, directives, guidelines, circulars, contracts, agreements, instructions, notes, memoranda, statistics, images or any other record in any form whatsoever or any combination of the foregoing; 


	Current definition under Evidence Act 1950:

“document” means any matter expressed, described, or howsoever represented, upon any substance, material, thing or article, including any matter embodied in a disc, tape, film, sound track or other device whatsoever, by means of—

(a) letters, figures, marks, symbols, signals, signs, or other forms of expression, description, or representation whatsoever;

(b) any visual recording (whether of still or moving images);

(c) any sound recording, or any electronic, magnetic, mechanical or other recording whatsoever and howsoever made, or any sounds, electronic impulses, or other data whatsoever;

(d) a recording, or transmission, over a distance of any matter by any, or any combination, of the means mentioned in paragraph (a), (b) or (c), or by more than one of the means mentioned in paragraphs (a), (b), (c) and (d), intended to be used or which may be used for the purpose of expressing, describing, or howsoever representing, that matter”

India’s Right to Information Act 2005: 

“record” includes (a) any document, manuscript and file; (b) any microfilm, microfiche and facsimile copy of a document; (c) any reproduction of image or images embodies in such microfilm (whether enlarged or not) and (d) any other material produced by a computer or any other device
Mexico’s Federal Transparency and Access to Public Government Information Law:

“documents”: Files, reports, studies, acts, rulings, official letters, correspondence, decisions, directives, circulars, contracts, agreements, instructions, notes, memoranda, statistics or indeed any other record that documents the exercise of functions or activity of the subjects and public servants compelled by the Law without regard to their source or date of manufacture. The documents may be in any form: written, printed, sound, visual, electronic, computer data or holographic

South Africa’s Promotion of Access to Information Act 2000:

A record of a public or private body is any recorded information, regardless of form or medium which is in the possession of that body, whether or not it was created by that body

Sweden’s Constitution:

“Document” includes any record which can be read, listened to or otherwise comprehended only by means of technical aids

Civil Society Draft FOI Bill for Selangor:

“A record means or includes any information, files, facts, memoranda, figures, diagrams, statistics, maps, photographs, drawings, computer print=outs, correspondence, file notings, electronic and computer data, data on the collection and inspection of samples or any other recorded information, regardless of its form, whether in writing, oral, digital, magnetic, photographic, machine readable and/or in any form whatsoever, all of which are collated or otherwise, created by the body that holds it or otherwise and/or classified as not to be released to any party or entity or otherwise.



	 “department” means any department of the State Government, any statutory body or other entity existing or operating within the State which exercises a public power or carries out public functions including but not limited to the maintenance or provision of services to the public and any entity owned, controlled or substantially financed by the State Government; 


	India’s Right to Information Act 2005 applies to “public body”  which is defined (under s2(h)) as any authority, body or institution of self government established by constitution, the law or government and includes any body owned, controlled or substantially financed by the government.
UK Freedom of Information Act 2000 applies to “public authorities” which includes government departments, local authorities, police, armed forces, regulators, advisory committees and wholly owned companies of the government (s3) 

UN International Covenant on Civil and Political Rights (Article 19 – Principle 1): Definition of “public bodies” should include all branches and levels of government including local government, elected bodies, bodies which operate under a statutory mandate, nationalized industries and public corporations and private bodies which carry out public functions
Mexico’s Federal Transparency and Access to Public Government Information Law 2002 defines “public bodies” to include federal executive and legislative branches, federal public administration and judicial branch, autonomous constitutional bodies, federal administrative tribunals, any other federal body and agencies and entities in the executive branch of the government including the AG’s office

South Africa’s Promotion of Access to Information Act 2001 (s1) defines “public body” as a department of the State or administration in the national, provincial or municipal spheres and any other institution exercising a public power or performing a public function in terms of any legislation

Sweden: “Public body” include Parliament, local government assembly vested with powers of decision making, entities included in the state and municipal administration

US’ Open Government Act 2007: “agency” includes any executive department, military department, Government corporation, Government controlled corporation or other establishment in the executive branch of the Government or any independent regulatory agency



	 “information” means any information in whatever form including any documents made, amended, modified, transformed, obtained, received, held or kept in the custody or control of any department or to which the department has reasonable access 






(i) 
(ii) 
(iii) 
(iv) 
(v) 
(vi) 

“Information Officer” means any person appointed under section 3 of this Enactment.


	India’s Right to Information Act 2005: 

“information” means any material in any form, including records, documents, memos, emails, opinions, advices, press releases, circulars, orders, logbooks, contracts, reports, papers, samples, models, data material held in any electronic form and information relating to any private body which can be accessed by a public authority under any other law for the time being in force

UK’s Freedom of Information Act 2000:

“Information”: information recorded in any form

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 defines information as everything contained in documents that public bodies generate, obtain, acquire, transform or preserve
Model Inter-American Law on Access to Information (s1) defines “information” as any type of data in custody or control of a public authority

Council of Europe Recommendations defines “official documents” as all information recorded in any form, drawn up or received and held by public authorities

2000 Annual Report by UN Special Rapporteur on Freedom of Opinion and Expression (“UN Standards”): “information” includes all records held by a public body, regardless of the form in which it is stored

India’s Right to Information Act 2005 (s2(f)) defines “information” as including any material in any form including information relating to any private body which can be accessed by a public body under any other law

South Africa’s Promotion of Access to Information Act 2001 (s1) defines a record of a public or private body as any recorded information, regardless of form or medium, which is in the possession of that body, whether or not it was created by that body
Sweden’s Constitution: “official documents” are documents in the keeping of a public body deemed to have been received, prepared or drawn up by an authority. A record is deemed “kept” by a public body if it is available to the body for transcription. Letters and other communications addressed to civil servants which refer to official matters are considered official documents (Articles 3, 4, 6, 7)


	PART II

INFORMATION OFFICER

Appointment of Information Officer 

3. 
(1) 
The State Authority shall by Gazette appoint an Information Officer for every department and designate such number of persons to assist the Information Officer as may be necessary to maintain proper records of information and to manage the processing of applications for information and provision of information. 

(2) 
The Information Officer shall, in addition to any obligation specifically provided for in other sections of this Enactment, have the following responsibilities: 

(a) 
to properly record all information within the department’s control and to maintain such records in a manner which facilitates the finding of such records and to enhance and implement within the department the best practices in relation to maintenance, archiving and disposal of information and disclosure of information to the public; 

(b) 
to provide training for the department in relation to maintenance, archiving, management and fulfillment of applications for information; 
(c) 
to serve as an intermediary to the department for receiving applications and assisting individuals seeking information to make such applications and when necessary to direct the individuals to other departments that may have the information requested; 
(d)
to process and comply with the requests for information unless otherwise exempted without exception and to revert to the applicants within the prescribed time; and
(e)
to develop a tracking system to monitor the processing of each application for information and to enable the applicant to enquire on the progress of his application by quoting the reference number given pursuant to section 6(5). 

Control of information 

4. 
(1) 
Every department shall have control over all information made, amended, modified, transformed, obtained, received or kept in the custody or control of the department or to which the department has reasonable access. 

(2) 
Every Information Officer is under an obligation to maintain information under his control in accordance with the instruction and guidelines which is in effect. 


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 28): The heads of each of the agencies and entities will designate a liaison section with the following functions:

· to collect and disclose information & facilitate its periodic updating by the administrative units;
· to receive and process the requests for access to information;
· to help individuals prepare requests and when necessary, direct them to the agencies or entities or other bodies that may have the information requested;
· to carry out in each agency or entity the necessary internal paperwork for delivering requested information and notifying individuals;
· to propose internal procedures that will ensure the greatest efficiency in handling requests for access to information;
· to train in each agency or entity the public servants necessary for receiving and processing requests for access to information;

· to keep a record of requests for access to information, their results and costs; and

· all else necessary to guarantee and facilitate the flow of information between the agency or entity and the individuals requesting it.

	PART III

ACCESS TO INFORMATION

Access to information 

5. 
Every department shall provide access to any person of information which is within the control of the department, unless otherwise exempted without exception in this Enactment. 



	India’s Right to Information Act 2005 (s3): Subject to the provisions of the Act, all citizens shall have the right to information.
Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 2): All government information to which this Law refers is public and private persons will have access to this information as the Law stipulates.


	Application for information 

6. 
(1) 
Any person who applies to access information shall make an application to the department in a form prescribed by the State Authority provided that where any such application does not fully adhere to the prescribed form, the application may not be refused by the Information Officer for that reason. 

(2) 
An application under subsection (1) shall — 

(a) 
be addressed to the Information Officer; 

(b) 
state the name of the applicant and an address for correspondence; and
(c) 
describe the information applied. 



	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 40): In no case will the delivery of information be conditioned on a motive or justification for its use or a demonstration of any particular interest in the information sought. 
South Africa’s Promotion of Access to Information Act 2001 (s11(3)): A request for information shall not be affected by either the applicant’s reasons for wishing to access the record or an information officer’s views as to what those reasons might be

UK Freedom of Information Act 2000 does not include a requirement to state reason for request

Council of Europe Recommendations: Applicants for information should not have to provide reasons for their requests

Japan’s Law Concerning Access to Information Held by Administrative Organs 1999 does not require a statement of reasons for request for information

Sweden’s Constitution (Article 14): A public body may not inquire as to an individual’s motivation for requesting a document, except where this is necessary to ascertain whether or not the document is subject to disclosure e.g. where the information is exempted unless the applicant only wants to use it for certain purposes which do not create a risk of harm

US’ Open Government 2007: Applicants do not need to explain the reason for their request but this may assist them in overcoming a discretionary exemption or apply for a fee waiver


	(3) 
Every application shall be submitted together with payment of fee as prescribed by the State Authority provided that such fees prescribed shall not exceed the reasonable cost of the materials used to reproduce and to send the requested information to the applicant. 


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 27): The fees for obtaining access to information may not exceed the cost of the materials used to reproduce the information, along with the cost of sending it. The cost of searching for the information and preparing it is thus excluded

UK Freedom of Information Act 2000 – 2 separate system for fees. Where costs of locating information (based on number of hours to be spent) exceeds £450, public body not obliged to disclose such information or decide to disclose it if applicant pays for the cost. Where the costs for locating the information is less than the said amount, public body can only charge disbursements i.e. cost of reproduction and postage – maximum fee prescribed in Regulation 6 of the Freedom of Information and Data Protection (Appropriate Limit and Fees) Regulations 2004.
India’s Right of Information Act 2005: 
· s7(6): No fee will be charged where the public body fails to conform with the prescribed timeline.

· S7(5) Fees prescribed shall be reasonable and no fee shall be charged on persons below the poverty line.


	(4) 
Notwithstanding the provisions under subsections (1) and (2), any person who is unable, because of illiteracy or disability, may make an application orally, and the Information Officer who receives an oral application shall, reduce it into writing and give a copy of the application form to the applicant. 


	

	(5) 
An Information Officer who receives the application shall acknowledge the application and allocate a reference number to each application and provide the applicant with an acknowledgement receipt which shall contain the given reference number. 


	Mexico assigns a reference number to each request for information received and informs applicant of said reference, to quote when following up with request

US’ Open Government Act 2007 require public bodies to establish tracking systems for requests and to provide applicants with the tracking number for their request within 10 days of it being lodged

Romania has computer system for registering and tracking requests for information



	Response to applications 

7. 
(1) 
Every department shall confirm the following in writing to the applicant in relation to an application made under section 6, within thirty (30) days from the date of acknowledgement of the application:

(a) that the information has been located and is available for disclosure to the applicant pending payment of the fees referred to in section 6(3);

(b) that the information is not within the control of the department and identifying the relevant department that would have control of such document and transferring the said application to the correct department in accordance with subsection (5); 

(c) that the information has not been located and a description of the measures that had been taken to search for the said information; or
(d) that the information is within the control of the department and has been located but is subject to an exemption under Part IIIA of this Enactment which restrict the full disclosure of such information.
(2) 
Notwithstanding provision of subsection (1), in respect of any application for information which relates to the life or liberty of an individual, a written confirmation of the matters set out in subsection (1) shall be made within seven (7) days from the date of acknowledgement receipt of such application. 


	Japan’s Law Concerning Access to Information Held by Administrative Organs 1999: A decision on disclosure must be made within 30 days

UK Freedom of Information Act 2000 (s1(1)): Any person requesting information is entitled to be informed in writing by the public authority whether it holds the requested information and if so, to have that information communicated to him

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 44): Notification of a decision on a request must be provided within 20 working days and the information must then be provided within another 10 working days, once the applicant has paid any fees.



	(3) 
If a request for information in an application is unclear, the department shall use all reasonable efforts to obtain clarification from the applicant and this shall not extend the prescribed time stated in subsection (1) and (2) to provide the written confirmation to the applicant. 


	Rejected request:

UK Freedom of Information Act 2000 (s17(1)): Refusal of applicant’s request for information – public authority must give the applicant within the prescribed time, a notice stating that fact, specifying the exemption in question and stating why the exemption applies.
India’s Right to Information Act 2005 (s7(8): Where a request for information is rejected, the applicant must be informed of the reasons and how to lodge an appeal against the decision
Clarification for unclear request

UK’s Freedom of Information Act 2000 (s1(3) provides that the public authority which reasonably requires further information in order to identify and locate the information requested, should inform the applicant of that requirement
Japan’s Law Concerning Access to Information Held by Administrative Organs 1999 (Article 4): Where the request is deficient, the public body shall notify the applicant and give him a suitable amount of time to remedy the problem while also endeavouring to provide assistance
Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 40): If the details given by the person making the request are insufficient for locating the document or they contain errors, the liaison section may require, on one occasion within ten working day after the presentation of the request, that other elements be added or information be corrected.


	(4) 
An access to the information shall be given within seven (7) days from the date of — 

(a) 
the confirmation given under subsection (1)(a); and 

(b) 
the payment of the fee under subsection 6(3), 

whichever is later. 


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 44): Notification of a decision on a request must be provided within 20 working days and the information must then be provided within another 10 working days, once the applicant has paid any fees.



	(5) 
Where subsection (1)(b) applies, the Information Officer who received the application shall facilitate the transfer of the application to such other department which has control of the information within seven (7) days from the date on which the Information Officer determines that the information is in the control of another department and shall notify the applicant in writing of such transfer within the period prescribed in the subsection (1).  This Section shall then apply to the said other department as if it was the department which had first received the application from the applicant provided that the prescribed period stated in subsections (1) and (2) shall commence from the date of the transfer.

	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 40): Where an agency receives a request for information it does not hold, it must ‘duly orient’ the applicant to the agency which does hold the information

South Africa’s Promotion of Access to Information Act 2001 (s20): Request must be transferred where the record in question is in possession of another public body and transfer must be made within 14 days, which is not additional to the prescribed timeline of 30 days



	Refusal to application 

8. 
(1) 
Subject to section 7, the application to access information may be refused by the department when— 

(a) 
any of the exemptions in Part IIIA apply without exception; or 

(b) 
information applied does not exist or not under the control of the department subject to the department complying with section 7(1)(b) and (c). 

(2) 
When the application to access information is refused under subsection (1), the Information Officer shall notify the applicant of such refusal in writing within the period prescribed in sections 7(1) or 7(2) and such written notice shall – 

(a) 
state the reasons of the refusal to the application; 
(b) 
state the name of the Information Officer making such decision; 
(c)
where the refusal is based on an exemption under Part IIIA, for which none of the exceptions apply, state the reasons for and extent of the applicability of the exemption to the application; and

(d)
inform the applicant of the procedures to appeal against the refusal and the prescribed time within which to submit the appeal. 


	UK Freedom of Information Act 2000 (s17(1)): Refusal of applicant’s request for information – public authority must give the applicant within the prescribed time, a notice stating that fact, specifying the exemption in question and stating why the exemption applies.
India’s Right to Information Act 2005 (s7(8)): Where a request for information is rejected, the applicant must be informed of the reasons and how to lodge an appeal against the decision


	Appeal to Appeal Board
9. 
Any applicant who is 
(a) dissatisfied with the decision of the Information Officer; 
(b) dissatisfied with the manner of disclosure of the information requested or is of the view that the information provided is incomplete, incorrect or misleading or does not correspond with the request in his application;
(c) dissatisfied with the time taken to process or fulfill his request for information; 
(d) disagrees with the amount of fees imposed; or

(e) otherwise aggrieved by any other matter relating to the request or access to information under this Enactment,  
shall, within twenty one (21) days after the date of receipt of the notice informing such decision under subsection 8(2) or the date of receipt of the information or the date of receipt of confirmation under subsection 7(1) or the date of notification of the fees payable, whichever is applicable, appeal against such decision to the Appeal Board described in Part IV of this Act by submitting written representation.  
Modes of access to information 

10. 
(1) 
Access to information may be in the following manner: 

(a) 
in the situation where the information is an article or thing from which sounds or visual images are capable of being reproduced, an appointment may be made for the applicant to hear or view those sounds or visual images; or 

(b) 
in the situation where the information are words in the form of record which are capable of being reproduced in the form of sound or words in the form of shorthand writing or in codified form, the department may reproduce the information in the form of a written copy. 

(2) 
Access to information may be given in the form or manner that is most practical to the department, subject to the form of the information itself. 

(3) 
If access to information applied by the applicant – 

(a) 
would interfere unreasonably with the operations of the department; 

(b) 
would be detrimental to the preservation of the information or, after having regard to the physical nature of such information, would not be appropriate; or 

(c) 
would involve an infringement of copyright (other than copyright owned by the State Government) subsisting in the information, 

the access may be refused and access may be given in another form subject to subsection (2). 

(4) 
Any person who is unable, because of illiteracy or disability, to access information in the form in which it is stored or copied, shall be given an option to have the information communicated to him in an alternative form in which he can access to it. 


	India’s Right to Information Act 2005 (s18): Person can lodge complaint with Information Commission if he is unable to submit request for information, has been refused access to information requested, has not been given a response to a request for information, has been required to pay an amount of fee which he considers unreasonable, believes her has been given incomplete, misleading or false information or in respect of any other matter relating to requesting or obtaining access to records.
Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Articles 49 & 50): Person can appeal if request for access to information is denied, he disagrees with the time, cost or manner in which the information is delivered or considers the information provided is incomplete or does not correspond with his request.

	Information not in possession 

11. 
Any Information Officer who receives an application and finds that the information applied for is not in the possession of the department, shall notify the applicant of the matter in writing in accordance with section 7(1)(c) and such notice shall also state the reasonable efforts taken in attempting to locate the information. 


	

	Vexatious, unreasonable or repetitive applications 

12. 
Every department is not required to comply with an application for information which is vexatious or unreasonable where the main purpose of the application is to cause harm or unreasonable annoyance and not to obtain the information or where the same information has already been given to the same person within the previous six (6) months unless the applicant provides a reasonable explanation for the subsequent request of the same information.. 


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 48): The liaison section will not be obliged to process offensive requests for access, when they have delivered information that is substantially identical in response to a request from the same person or when the information is already publicly available in which case they must indicate to the person requesting the information of the place where the information can be found.

	Personal information of an individual third party 

13. 
(1) 
Every department may refuse to indicate whether or not it holds an information, or refuse to communicate information, where to do so would involve the disclosure of personal information of an individual third party. 

(2) 
Subsection (1) does not apply if – 

(a) 
the third party has effectively consented to the disclosure of the information; 
(b)
the person making the application is the legal guardian of the third party, the legal next of kin or the legal administrator of a deceased third party; or

(c)
the individual third party is an office bearer of any department or State Government. 


	

	PART IIIA

EXEMPTED INFORMATION AND EXCEPTIONS

Exempted information
13A.
The following is considered to be exempted information: 
(a) information which has been classified as strictly confidential under the Official Secrets Act 1972 [Act 88] which if disclosed, would seriously prejudice national security or national defence by materially undermining the country’s ability to protect or defend its existence or territorial boundaries or its capacity to respond to the use or threat of force; 

(b) information obtained – 

(i) 
from a third party and to communicate it would constitute an actionable breach of confidence; 

(ii) 
in confidence from a third party and it contains a trade secret or to communicate it would, or would be likely to, seriously prejudice the commercial or financial interests of a third party; or 

(iii) 
in confidence from another state or international organization, and to communicate it would, or would be likely to, seriously prejudice relations with that state or international organization; 

(c) 
information where if disclosed would, or would be likely to
(i) cause serious prejudice to the effective formulation or development of the State Government policy. 

(ii) 
(iii) 
(iv) 
(v) 
(vi) 


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 3(XII)): “National Security” means actions designed to protect the integrity, stability and permanence of the Mexican State, the democratic governability, external defence and internal security of the Federation and which are aimed at promoting the general wellbeing of society and furthering the goals of the State.
Article 13: Information is categorized as classified if its disclosure could compromise national security, public security or national defence.

India’s Right to Information Act 2005 (s8(1)(a)): There shall be no obligation to give any citizen information, disclosure of which would prejudicially affect the sovereignty and integrity of India, the security, strategic, scientific or economic interests of the State, relation with foreign states or lead to incitement of an offence.

UK Freedom of Information Act 2000 (s24): provides exemption from disclosing information where the exemption is required for the purpose of safeguarding national security. (Exemption is subject to a public interest test).
The Johannesburg Principles on Nantional Security, on Freedom of Expression and Access to Information (Principle 2): A restriction sought to be justified on the ground of national security is not legitimate unless its genuine purpose and demonstrable effect is to protect a country’s existence or its territorial integrity against the use or threat of force or its capacity to respond to the use or threat of force whether from an external source eg military threat or an internal source such as incitement to violent overthrow of the government.

	Exceptions to exemptions
13B.
(1)
Notwithstanding section 13A: 
(a) a department shall grant access to exempted information to an applicant if public interest in disclosure outweighs the harm of disclosure;

(b) the State Authority shall have the power to disclose or allow access to exempted information or to remove the classification of confidentiality assigned to any information or document and to disclose or allow access to the same at its discretion;

(c) the Information Officer may grant access to the exempted information pursuant to an investigation of an offence or misconduct.

	UN International Covenant on Civil and Political Rights (Article 19): Three part test:
· information must relate to a legitimate aim listed in the law;

· disclosure must threaten to cause substantial harm to that aim; and

· the harm to the aim must be greater than the public interest in having the information

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 14) provides that information may not be classified (as exempted information) when the investigation of grave violations of fundamental rights or crimes against humanity is at stake.

UK Freedom of Information Act 2000 (As explained in the guidance issued by the Information Commissioner’s Office): Public interest test applies to many of the exemptions whereby notwithstanding the exemption, the information must still be disclosed unless the public interest in maintaining the exemption is greater than the public interest in disclosing it.  “Public interest” is that which serves the interests of the public. 
The guidance also sets out examples of considerations to be taken into account by the public authority when applying the public interest test e.g.  promotion of transparency and accountability, the age of the information, the beneficial impact of disclosure, the likelihood and severity of any harm or prejudice that disclosure could cause.  
The guidance also sets out irrelevant considerations that should not be taken into account in applying the public interest test as follows:
· the identity of the person making the request;
· possibility of misunderstanding if information requested is technical or complex;
· the status of the information, whether classified or not.
The guidance also provides that the authority needs to record the factors taken into account in considering the public interest test.



	
(2)
Section 13A shall not apply to information relating to any matter or event which occurred more than twenty (20) years prior to the application made by an applicant pursuant to section 6.

	India’s Right to Information Act 2005 provides that some of the exemptions (other than those relating to security information etc) shall not apply to information relating to any matter which took place 20 years prior to the request

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Articles 13 & 14) provide limit of 12 years after which the exemption will no longer apply unless extended by the oversight body 

South Africa’s Promotion of Access to Information Act 2001 imposes historical limits on only some of the exemptions e.g. a 20 year limit on exempted information affecting international relations (s41) and internal decision making (s44)

Sweden’s Secrecy Act imposes time limits ranging from 2 years to 70 years on the withholding of documents

UK Freedom of Information Act 2000 imposes time limit of 30 years for certain exempted information (e.g. info relating to relations within UK (s28), internal government processes (s35-36) and commercially confidential info (s43))



	Partial disclosure
13C.
Notwithstanding section 13A, where any information or document contains exempted information, access shall nevertheless be given to the applicant on that part of such information or document which are not exempted information provided that the exempted information can be reasonably removed or deleted from the information or document and as far as possible, the applicant shall be informed of the amount of information which has been deleted.

	India’s Right to Information Act 2005 (s10(1)) provides for partial disclosure of a record where only part of it is covered by an exemption

South Africa’s Promotion of Access to Information Act 2001 (s28) requires any part of a record which does not contain exempt information and which can reasonably be severed from the rest, to be disclosed

Japan’s Law Concerning Access to Information Held by Administrative Organs 1999 (Article 6): Where only part of a document is covered by an exception, the rest of the document must be disclosed where this would still be meaningful

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 43) provides for partial disclosure of information as long as the documents in which the information is found permit the withholding of the classified parts or sections

US Open Government Act 2007 requires that any information which may be segregated from exempt material be disclosed and that applicants be informed about the amount of information deleted and where technically feasible, the place where the deletion was made


	PART IV

THE APPEAL BOARD

The Appeal Board 

14. 
(1) 
For the purposes of this Enactment, there shall be constituted an Appeal Board known as the State Information Board. 

(2) 
The State Authority shall, by notification in the State Gazette, appoint – 

(a) 
a Chairman and a Deputy Chairman of the State Information Board, being ex- judges or advocates and solicitors of the High Court or former members of the Judicial and Legal Service of Malaysia or who have had judicial experience or other suitable qualifications and experience; and 

(b) 
such number of fit persons, not exceeding six persons, as the State Authority considers adequate, to be additional members of the State Information Board.

(2A)
A person appointed under subsection (2) shall be independent and shall not hold any political office or hold any position in any political party during the tenure of his appointment and shall not have held any such office,  position or affiliation in the three (3) years preceding his appointment to the State Information Board.

(3) 
A person appointed under subsection (2) shall, unless he sooner resigns his office or his appointment is sooner revoked, hold office for such period not exceeding three(3) years as the State Authority shall specify in the notification of appointment, but shall be eligible for reappointment. 

(4) 
The State Authority may only revoke the appointment of a member of the State Information Board during the tenure of office stated in subsection (3) in the following circumstances:
(a) the member ceases to be independent as required under subsection (2A);

(b) the member is convicted of an offence punishable with imprisonment;
(c) the member has acted dishonestly or has engaged in any indecent or immoral behavior; or
(d) the member acts or omits to act in such manner with the intention to defeat or impede the purpose of this Enactment. 

(5) 
When the Chairman is unable to exercise his functions owing to illness, absence from Malaysia, or any other cause, the Deputy Chairman shall exercise the functions of the Chairman; and in exercising those functions, the Deputy Chairman shall, for the purposes of this Enactment, be deemed to be the Chairman of the State Information Board. 

(6) 
Whenever a need arises for the  State Information Board to be convened, the Chairman shall call upon any two of the members appointed under subsection 2(b), to serve with him on the State Information Board; and it shall be the duty of every members so called upon, to serve on the State Information Board, unless he is excused by the Chairman, on such grounds as the Chairman considers reasonable, from so serving. 

(7) 
A member of the  State Information Board having an interest in any matter before it shall, as soon as he is aware of his interest, disclose the fact and nature thereof to the Chairman and shall take no part or further part in the proceedings of the  State Information Board relating to the matter. 

(8) 
Every disclosure of interest made under subsection (7) shall be recorded. 


	India’s Right of Information Act 2005 (s12): Information Commissioners appointed by President upon the recommendation of a committee consisting a the Prime Minister, Leader of the Opposition and Cabinet Minister appointed by the PM. Commissioners may not be MPs or hold offices of profit or connected with any political party or carry on any business or pursue any profession

Japan’s Law Concerning Access to Information Held by Administrative Organs 1999: Appeals are to be made to the head of a public body who is required to refer them to the Information Disclosure and Personal Information Protection Review Board, an oversight body attached to the Cabinet Office.  The Review Board is composed of 15 members and appeals are considered in 3 member panels.  Members include academics, lawyers and the chairman is usually a retired appellate court judge. While in office members may not be officers of political parties or associations

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 33): Oversight body is an independent public body consisting of 5 commissioners who are nominated by the executive branch and who do not have strong political connections



	(9) 
Every decision of the State Information Board shall be made by a majority of the Board who shall record the reasons for their decisions. 


	

	(10) 
In respect of an appeal before it, the  State Information Board─ 

(a) 
shall hear the appellant and the Information Officer and shall require the Information Officer to justify the reasons for any decision to withhold access to the information; 

(b) 
may summon and examine witnesses; 

(c) 
may require any person to bind himself by an oath to state the truth; 

(d) 
may compel the production and delivery of any document that it considers relevant or material to the appeal including the document the request for which is rejected by the Information Officer provided that the same shall be kept confidential; 

(e) 
may confirm, vary or reverse the order or decision appealed against; and 

(f)
 may make any order whether or not provided for by, and not inconsistent with, this Enactment. 

(11) 
Every person summoned by the State Information Board to attend its proceedings is legally bound to attend at the place and time specified in the summons, and every person required by the State Information Board to produce or deliver any document to the State Information Board or to any public servant is legally bound to so produce or deliver the document. 

(12) 
All summonses, notices and orders issued, made, or given under the hand of the Chairman shall be deemed to be issued, made, or given by the State Information Board. 

(13) 
An order made by the State Information Board on an appeal before it shall be binding on all parties to the appeal or involved in the matter provided that an applicant who is dissatisfied with the decision of the State Information Board shall, within twenty one (21) days from the issuance of the order of the State Information Board, appeal against such order in court. 

	· US’ Open Government 2007: Burden of proof shall be on the public body to justify non-disclosure

· India’s Right to Information Act 2005 (s19): The onus of justifying any refusal to provide information shall be on the information officer who denied the request



	(13A)
For the purposes of deciding on the appeal, the court shall be given access to the information in question if necessary provided that the information shall be kept confidential.
(14) 
For the purposes of the Penal Code [Act 574], the State Information Board shall be deemed to be a court and every member thereof shall be deemed to be a public servant. 

(15) 
The State Authority may make rules to prescribe the procedure of appeals to the State Information Board and the fees payable in respect thereof, and to regulate the proceedings of the State Information Board. 

(16) 
Members of the State Information Board shall be paid, from the State Consolidated Funds, such allowances as the State Authority may determine. 


	· 


	Prosecution 

16. 
No prosecution shall be instituted for an offence under subsection 15(1) without the consent in writing of the Public Prosecutor. 

Power of State Authority to make Regulations 

17. 
(1) 
The State Authority may make such rules as may appear to it to be necessary or expedient for carrying out the provisions of this Enactment. 

(2) 
Without prejudice to the generality of subsection (1), regulations may be made for all or any of the following purposes: 

(a) to prescribe forms and fees for the purpose of this Enactment; 

(b) to prescribe the responsibilities of the Information Officer; and 

(c) 
any other regulations as it deems fit and expedient by the State Authority. 


	· No other jurisdiction seems to provide for any offence on the part of the applicant

Mexico’s Federal Transparency and Access to Public Government Information Law 2002 provides that civil servants who fail to comply with the Act including destroying the information, denying access negligently, fraudulently or in bad faith by intentionally denying access to non-confidential information are administratively liable i.e. punishable under the law applicable to public servants

South Africa’s Promotion of Access to Information Act 2001 (s90): It is a criminal office to destroy, damage, alter, conceal or falsify a record with intent to deny a right of access, punishable by a fine or up to 2 years imprisonment

UK Freedom of Information Act 2000 (s77): It is an offence for any person to alter, deface, block, erase, destroy or conceal any record held by the public authority with the intention of preventing the disclosure by that authority of all or any part of the information, punishable by a fine

India’s Right of Information Act 2005 (s20): Where an Information Commission is of the view that an information officer has without reasonable cause refused to accept a request, failed to provide information within the timelines, denied a request in bad faith, knowingly given incorrect, incomplete or misleading information, knowingly destroyed information which was the subject of a request or obstructed in any manner access to information, it shall impose a penalty of Rs 250/a day until the information has been provided up to a maximum of Rs 25,000



	Protection 

18. 
No prosecution, penalty, sanctions, suit or proceeding of any kind shall be brought against any Information Officer or other relevant officer of a department for any disclosure of information made or intended to be made in good faith in the exercise or performance of any power or duty under this Enactment or any rules or guidelines made thereunder. 

	UK Freedom of Information Act 2000 (s79): No defamation suit shall lie in respect of the disclosure of information provided by third parties unless that disclosure was actuated by malice.

India’s Right of Information Act 2005 (s21): No legal proceeding shall lie against any person for any act done or intended to be done under the Act

South Africa’s Promotion of Access to Information Act 2001 (s89): No one shall be liable for anything done in good faith in the exercise or performance or purported exercise or performance of any power or duty under the Act



	Reporting 

19. 
The Information Officer of each department shall prepare and submit a report annually to the State Assembly containing such information prescribed by the State Assembly, which shall include at the minimum in respect of the year to which the report relates:

(a) the total number of applications for information made to the department;

(b) the actions taken by the department in respect of each application received for the year;

(c) the total number of applications which were refused by the department, the reasons for such refusals and the total number of times that each of the exemptions in Part IIIA or any other provisions of this Enactment were invoked as the basis for such refusals;

(d) the total number of occurrences whereby the information requested could not be located and details of the steps taken to locate the same; 
(e) the number of appeals made during the year, the outcome of such appeals and the reasons for the appeals which did not result in a disclosure of the information requested;

(f) the average number of days taken to process and respond to the applications for information of different types;

(g) the applicable rates or range of fees imposed for requests or based on the various types of requests, whichever is applicable, the average amount of fees charged per request and the total amount of fees imposed; 
(h) the Information Officer and his department’s activities pursuant to subsection 3(2); and

(i) any recommendations to improve the process of providing access to information, 

and the State Assembly shall publish the consolidated reports received from all departments.  For the purposes of this section “publish” means to make available in a form generally accessible to members of the public and includes without limitation to print, broadcast, website posting and other electronic forms of dissemination.
_______________


	Mexico’s Federal Transparency and Access to Public Government Information Law 2002 (Article 47) provides that requests for information and the responses to them must themselves be published.  

South Africa’s Promotion of Access to Information Act 2001 (s32): Public bodies are required to submit an annual report to the Commission with detailed information about the number of information requests, whether or not they were granted, the provisions of the Act relied upon to deny access, appeals etc

UK – Ministry of Justice issues annual report on implementation of the Freedom of Information Act 2000

US’ Open Government Act 2007: Public bodies  are required to submit annual reports to the Attorney General on their activities under the Act and such reports must be made publicly available and shall contain number of refusals to disclose information and reasons for the refusal, number of appeals and outcome and reasons for appeal that did not result in disclosure, list of all statutes relied upon to withhold info, number of requests pending, number of requests received and processed and average number of days to process requests of different types, total amount of fees charges and number of full time staff working on access to information

India’s Right of Information Act 2005 (s25): Obligation on Information Commission to report annually to Govt. Each department shall in relation to the public bodies under their jurisdiction, provide such information to the Commission as the latter may require to prepare the annual report.  The report shall at least include the number of requests made to each public body, the number of requests that were rejected, the provisions of the Act relied upon and number of times each provision was invoked, number of appeals to the Information Commission and their outcomes, the particulars of any disciplinary action against officers, the fees collected, facts which indicate an effort to implement the Act in the spirit intended and any recommendations for reform.



